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ABSTRACT This paper investigates the probability distribution of the signal-to-interference noise ratio
(SINR) for a 6G communication system comprising a multi-antenna transmitter, an intelligent reflecting
surface (IRS) and a remote receiver station. A common assumption in the literature is that the density
distribution function for SINR and signal-to-noise ratio (SNR) of an IRS-to-ground communication follows
a Rayleigh and Rician distribution. This assumption is essential as it influences the derivation of the
properties of the communication system such as the physical layer security models and the designs of IRS
controller units. Therefore, in this paper, we present an analytical derivation for the density distribution
functions of the SINR for an IRS-to-6G ground communication ameliorating the typical assumptions in the
literature. We demonstrated that the SINR density function of an IRS-to-6G ground communication contains
a hypergeometric function. We further applied the derived density distribution function to determine the
average secrecy rate for passive eavesdropping.

INDEX TERMS IRS, 6G, density functions, SINR, UAV, antenna, physical layer security.

I. INTRODUCTION
The ability to support emerging wireless communication ser-
vices with very high quality of service (QoS) requirements,
artificial intelligence (AI) based and decentralised processing
has triggered the need for 6G communication. The 6G net-
work is characterized by ultra-high speed, ultra-low latency,
and unlimited accessibility for optimal performance [1].
Following the conventional understanding of wireless com-
munications, these requirements of 6G require improved
energy and spectral efficiencies and ubiquitous coverage.
These are achieved by segregating and decentralising the
open radio access network (ORAN) and the 6G core networks
emphasising AI-based automation [2], [3], [4]. A key part
of the ORAN architecture is the RAN intelligent controller
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(RIC) which hosts reconfigurable meta-surfaces or intelligent
reconfigurable surfaces (IRS).

The IRS provides a solution to manipulate spectral
efficiency ensuring reliable connection [5], [6]. IRS is
an enabling technology that enhances the capabilities and
performance of new and emerging communication sys-
tems [7]. Its application has been studied for unmanned aerial
vehicles (UAVs) [8], [9], mobile cell edge computing [10],
[11], localization [12], [13], vehicular communication [14]
and wireless power transfer [10]. The IRS utilizes phase
shifts of the reflection coefficients to control transmitted
signal path, thereby maximizing achievable secrecy rates in
UAVs [8] and spectral efficiency in mmWave/terahertz 6G
communication [15], [16].

The massive low-cost reflecting elements independently
alter the amplitude and phase of impinging waveforms via
a software-controlled structure [17], [18]. A characteristic
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of the IRS-assisted system is the possibility to transmit and
receive signals within the same frequency band and time slot,
i.e. full duplex mode. This property prevents self-interference
and improves receiver performance [9]. In obstructed line-of-
sight scenarios, the IRS can significantly improve the quality
of the received signal through constructive super-positioning
of impinging waves from each surface of the IRS [19].

Considering that wireless communication channels are
stochastic, the impact of the IRS system relies on its ability
to configure the random channel coefficients. Emphasizing
spectral efficiency, the IRS impact defines how it affects
the signal-to-interference-noise ratio (SINR). The effect of
the random channel coefficients on the IRS introduces
a probabilistic model to the IRS control and settings.
This probabilistic model for the IRS impact is essential
in determining its characteristics like the average secrecy
rate, and the AI-based state transition controller design in
6G. In literature, the probabilistic model is assumed to be
Rayleigh distributed [16], [20] and/or Rician distributed [5].
In this paper, we presented a novel determination of the
density distribution of an IRS-to-6G ground station to
ameliorate the probabilistic model assumption. The primary
objectives are as follows:
1) To derive the SINR density distribution function for

an IRS-to-6G ground communication system using
analytical methods. It is essential to consider that the
interfering signals can be line-of-sight (LoS) and non-
LoS (NLoS).

2) The application of the density distribution in determin-
ing the definition of average secrecy rate.

We note that while the derivations of this paper apply to 5G
IRS systems, the simulation environment is configured using
the 6G RIC infrastructure.
Notations: {·}

T and {·}
H represent the transpose and

Hermitian of vectors/matrices, respectively, while Iv(·) is the
v-order modified Bessel function of the first kind. diag(x) is
a diagonal matrix with x as the main diagonal and E[x] is the
expected value of x. R+ represents positive real numbers.

II. RELATED WORKS
In this section, we discuss the literature and reviews related
to this paper’s principal focus. We begin by outlining the
challenges of the IRS system based on the need for a
density distribution study. We then discuss the literature
defining SNR and finally emphasize the importance of
applying the density distribution to determining physical
layer characteristics.

A. CHALLENGES AND REQUIREMENTS FOR IRS
IRS employ passive beamforming with a gain dependent
on accurate channel estimation. The IRS systems enable a
wireless channel that can be altered dynamically to mitigate
channel fading impairments [21]. However, knowledge of
the wireless channel is required to manipulate the channel,
creating a unique channel estimation problem. One of the
channel estimation problems in IRS-enabled systems results

from the inadequate signal processing capacity of its low-cost
passive reflecting elements. Secondly, the IRS-enabled
system relies on wireless communication and sensing for
accurate recovery of the transmitted information and channel
estimation [22]. Estimating a wireless channel relies on the
probabilistic knowledge of its performance.

Additionally, the IRS system improves the reception of
transmitted signals at legitimate or approved terminals while
limiting unauthorized interception [8]. The exponential rise
in new and emerging technologies increases the propensity
for information theft. The evaluation of the secrecy metrics is
usually complicated because of the introduction of additional
information rate parameters and the configurations of the IRS
system. The problems are generally non-convex with sub-
optimal solutions. Nevertheless, the IRS reflection coefficient
must be carefully designed to minimize information theft.
Optimization problems for the IRS reflection coefficient
have been treated in [8] and [23]. The secrecy computation
depends on the probabilistic model of the SINR at the
receivers.

B. ON PDF DETERMINATION FOR SINR FOR IRS-SYSTEM
Enhanced performance of IRS-assisted systems is essential
in analyzing and maximizing the IRS system’s performance
metrics. Parameters such as the ergodic rate, outage capacity,
bit error rate (BER), number size and placements of reflecting
elements etc. rely on the probability model of the IRS
system’s interaction with the instantaneous random wireless
channels [19]. In literature, it is common to assume varying
distributions of large-scale and small-scale channel models
such as the Rayleigh, Rician, Nakagami-m and Von Mises
distribution to determine the PDF of the IRS-to-ground
communications not specific to 6G.

The concept of determining the probabilistic model for the
impact of the IRS system on wireless communication models
is prevalent in the literature. For example, [24] examined
the performance of IRS-aided downlink communication
using non-orthogonal multiple access (NOMA) inNakagami-
m fading channels with co-channel interference (CCI).
Considering that the distribution is a Gamma approximation
function, it derived expressions for the ergodic capacity and
outage probability. To maximize the SNR of IRS-assisted
wireless systems, [25] designed the phase shift of each
reflecting element while deriving an optimal reflection
phase. The analysis in [25] showed that the SNR PDF
follows a non-central Chi-square distribution if the signal
power components are Rayleigh distributed. The relevance
of the SNR distribution was applied to the determination of
achievable rate and secrecy outage probability.

Furthermore, the statistical characterization of optimal
SNR for a distributed IRS-aided system operating over
Nakagami-m fading channels was evaluated in [26]. Ref-
erence [26] found closed-form expressions of the SNR to
access system parameters like the SNR coverage probability.
The effect on the SNR by controlling the phase shifts
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of the distributed IRS system was quantified, and tight
approximations of the PDF and CDF were also determined.
In [27], the distribution of the SNR for an IRS-assisted
single-input-single-output (SISO) system was determined by
exploiting the central limit theorem and deriving closed-form
expressions for the effective capacity.

In these formulations of the impact of IRS distribution,
there is a common assumption that the noise and interfering
signals do not influence the distribution. This has limited
these studies to SNR. Specifically, in this paper, we studied
the impact of the interfering signal on the IRS system
by incorporating its density distribution. Without loss of
generality, we assume that the interfering signals will have
line-of-sight (LoS) and non-LoS (NLoS) impacts, hence we
modelled them using a Rician distribution.

C. ON APPLICATION OF SINR PDF
The deployment of UAVs for communication is fast becom-
ing a mainstream solution to provide access to rural and/or
geographically difficult terrains [3], [20]. The accessibility to
these terrains can be marred byman-made and natural causes.
However, the UAV is a low-energy device with a battery
system as its primary source of energy. This limited energy
is mainly used for flight, thereby constraining the available
energy for communication applications. Nevertheless, due
to advances in technology, it has become somewhat more
efficient to deploy UAVs as a relay node with passive
communication equipment.

These passive technologies are becoming popular with the
recent migration into the 6G communication. Predominately,
the IRS system is a mainstay of the 6G infrastructure
which is used to manipulate the communication channel
by choosing appropriate reflection coefficients to maximize
signal reception at desired locations [6], [15]. However,
the reflections from the IRS are not specular due to the
underlining characteristics of radio waves as discussed
in [28]. This non-specularity leads to the possibility of
eavesdropping albeit with weak signal reception at the
eavesdropper.

In literature, the presence of an eavesdropper in commu-
nication from a multiple-input-single-output (MISO) system
with a fixed IRS system has been studied [29]. Furthermore,
[8], [30] examined the incorporation of the IRS system
on a UAV. Notably, [30] did not consider the secrecy of
the communication nor the source wireless sensor network
thereby undermining the secured communication of the aerial
system for typical IoT applications. Other studies of IRS
designs in wireless communication include secrecy rate
maximization [31], joint active and passive beamforming
design [32], and rate region characterization for IRS-aided
interference channels [33]. A distinct feature of these IRS
implementations on UAV systems is the reliance on the
assumption that the SINR is Rayleigh distributed. However,
in this paper, we have demonstrated that the SINR contains a
hypergeometric function, hence, we applied the distribution

to determine the average secrecy rate of a UAV-mounted IRS
system.

III. PROBLEM FORMULATIONS
Consider that a 6G ground transmitting base station (gNB)
equipped with M multi-antennas sending messages (signals)
through K elements IRS to a ground receiver at sub-THz
(above 100GHz) frequency band. We note the consideration
of a 6G transmission relies on the operating frequency which
invariably reduces the penetration distance of the transmitted
signal. The IRS may be placed on a ground-based stationary
platform or an aerial system like a UAV as depicted in Fig. 1.
We note that the primary emphasis of the density distribution
is IRS placed on the fixed ground-based platform. However,
the application of a UAV-carrying IRS system relies on the
sampling approach of determining UAV trajectory and IRS
parameters as presented in [6], [8], and [9]. The sampling
method considers infinitesimal points where the IRS param-
eters were evaluated with the density distribution functions
derived herein. Without loss of generality, we assume that
in a 6G urban environment, the gNB does not have LoS
propagation with the user. This assumption does not affect the
probability formulations because the LoS component of the
signal power can be summed as in [17] and evaluated using
central limit theory (CLT). Given an instantaneous passband
signal, x(t), the received signal at a user receiver located at
any ith geographical point is given as (1).

yi = hHi 2Gwx(t) +

∞∑
i=0

Six̄(t) + ni, (1)

where hi = [h1i, . . . , hKi]T ∈ CK×1 and G ∈ CK×M are
the complex channel matrices between the IRS system to
the ith user, and the multi-antenna transmitter to the IRS
system respectively. The symbol w = [w1, . . . ,wM ]T is
the vector of beamforming weights corresponding to the M
radiation from each m ∈ M antenna. The symbol 2 =

diag(exp (jθ1), exp (jθ2), . . . , exp (jθK )) represents the vector
of the reflection coefficients (θ) from each IRS element while
ni ∼ CN (0, σ 2

n ) is an independent and identically distributed
(i.i.d.) additive white Gaussian noise (AWGN). Si represent
infinitely sourced interfering signal power while x̄(t) is the
interfering signal. Let us assume that the noise and interfering
signals are additive with common distribution, such that their
combined signal strength is Sn+int = Si + σ 2

n . For ease of
analysis, we assume that the noise and interfering signals
are uncorrelated with independent sources and arrival paths.
Therefore, the received signal-to-interference and noise ratio
at any ith location is given as (2).

γi =
|hTi 2Gw|

2

Sn+int
. (2)

The primary objective of this paper is to investigate and define
the properties of the density distribution of (2) following the
assumption that the interfering signal has LoS and NLoS
components.
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FIGURE 1. Schematic of a typical IRS-to-ground interaction.

IV. MODEL DESCRIPTION
Let b = |hTi 2Gw|

2 and a = Sn+int representing
uncorrelated randomly generated variable such that γi =
b
a , ∀ a > 0, b ∈ [0, ∞). In this section, we describe the
density functions of a and b.

A. INTERFERING SIGNALS DENSITY
We note that the interfering signals can have multiple
unknown sources. For example, the destructive combination
of the imperfectly blocked LoS link between the transmitting
station and the users is shown in Fig. 1. Due to the random
channel variations, we can consider the interfering signal,
Sn+int ∈ R+, as a Rician distributed random variable with
PDF given as (3) and location and scaling parameters of υ,
and ϱ respectively. The choice of Rician distribution follows
from its property to capture the line of sight (LoS) property
of the signal, its non-LoS (NLoS) property and the statistical
independence of the interfering signals. This will account
for different types of interfering signals. The interference
from the LoS part of the distribution constitutes slow-varying
fading and depends on the receiver position. However,
the NLoS components arise from fast varying fading and
are caused by the multi-path effects [5]. Furthermore, the
Rician distribution can easily be reduced to a Rayleigh
distribution representing a typical wireless scenario by setting
υ = 0.

pA(a) =
a
ϱ2 e

−

(
a2+υ2

2ϱ2

)
I0

(
aυ
ϱ2

)
, ∀ a > 0, (3)

where I0(·) is the zero-order modified Bessel function of the
first kind and ϱ > 0. Figure 2 presents the shape of the
distribution given in (3). The choice of location and scale
parameters affects the type and magnitude of distribution.
We note that the PDF of a Rician distribution can be written
as a scaled non-central chi-squared distribution such that
pA(a) =

2a
ϱ2
f
(
xa =

a2

ϱ2
| k = 2, λ =

υ2

ϱ2

)
. It is known that the

PDF of the non-central chi-squared distribution is presented
in (4) and substituting the defined parameters of xa, k, and λ

FIGURE 2. Impact of varying the location and scale parameters on the
distribution in (3).

will give rise to (3).

f (x | k, λ) =
1
2
e−

(
x+λ
2

)( x
λ

) k
4−

1
2

I k
2−1

(√
λx

)
(4)

B. DESIRED SIGNALS DENSITY
Following algebraic and matrix manipulations, we can write
that hHi 2Gw =

∑K
k=1 hkθk

∑M
m=1Gkmwm. Let Xk = hkθk

and Yk =
∑M

m=1Gkmwm be independent and uncorrelated
random variables. We note that the statistical independence
of the random variables allows for the superposition of the
signals arriving from each antenna element of the transmitter
and the elements of the IRS system. By CLT, the PDF of∑K

k=1 XkYk is Gaussian distributed with expected value and
variance of µ = E[KXk ]E[Yk ] and σ 2

= E[KX2
k Y

2
k ] −

E[XkYk ]2 respectively [34]. We note that the parameters µ

and σ are expected values implying that they are weighted
averages and do not necessarily have to increase/decrease
by increasing/decreasing the number of IRS elements. By
definition, taking the magnitude of a Gaussian random
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FIGURE 3. Impact of varying the location and scale parameters on the
distribution in (8).

variable gives a folded normal distribution with location
and scale parameters µ ∈ R+ and σ 2 > 0 respectively.
Invariably the squared of the folded normal distribution can
be obtained using the transformation of random variables to
arrive at (5) which is further simplified to (8) through the
steps (6) and (7).

pB(b) =
1

2
√
b
√
2πσ 2

(
e−

(
(
√
b−µ)2

2σ2

)
+ e−

(
(
√
b+µ)2

2σ2

))
(5)

pB(b) =
1

2
√
bσ 2

e−
(
b+µ2

2σ2

)√
2
π
cosh

(
µ

√
b

σ 2

)
(6)

But I
−

1
2
(x) =

√
2
π
cosh(x)
√
x [35]

pB(b) =
1

2
√
bσ 2

e−
(
b+µ2

2σ2

)√
2
π

√(
µ

√
b

σ 2

)
I
−

1
2

(
µ

√
b

σ 2

)
(7)

pB(b) =
1

2σ 2

√
µ
√
b
e−

(
b+µ2

2σ2

)
I
−

1
2

(
µ

√
b

σ 2

)
(8)

where σ 2 > 0 and b > 0. By the formulation of (8),
µ > 0 because of the presence of interference plus noise
power. The impact of the location and scale parameters on the
shape and magnitude of the distribution are visible in Fig. 3.
Equation (8) is a scaled non-central chi-squared distribution,
f (x | k, λ), with a scaling parameter of 1

σ 2 . It has one degree

of freedom and a non-centrality parameter λ =
µ2

σ 2 with
representation as given in (4), pB(b) =

1
σ 2 f

(
xb =

b
σ 2 | k =

1, λ =
µ2

σ 2

)
.

V. DENSITY DISTRIBUTION FUNCTION
To determine the density function of γi =

b
a , ∀ a > 0,

b ∈ [0, ∞), we propose that given a is Rician distributed and
b is a non-central chi-squared distribution, that the density

function of γi is given as (9).

pγ (γi) =

∞∑
k=1

Ak
γ

κ−
1
2

i

(γi + 1)2κ+2

2F1

(
− κ,

1
2

− κ; 1;
υ2σ 2

µ2ϱ2γi

)
, ∀ γi > 0, (9)

where Ak =
4
√
2e

−

(
µ2

2σ2
+

υ2

2ϱ2

)
0
(
κ+2

)
κ!ϱσ 20

(
κ+

1
2

) (
µ2

σ 2

)κ

, κ = 2k − 1, the

pair {µ, σ } and {υ, ϱ} are the locations and scales of b and a
respectively. 0(.) and 2F1(.) represents the gamma and Gauss
hypergeometric [36] functions respectively.

Proof: Consider that xa and xb are independent random
variables, we rewrite (3) and (8) as a scaled non-central chi-
squared distribution as given in (10) and (11) respectively.
We note that xa =

a2

ϱ2
and xb =

b
σ 2 are statistically

independent which allows the substitution of a =
√
xaϱ2

and b = xbσ 2. In practice the independence of xa and xb is
assumed considering that the interfering signal source is not
co-located with the source of the desired signal.

pA(xa) =

√
xa
ϱ

e
−

(
xa
2 +

υ2

2ϱ2

)
I0

(
υ

ϱ

√
xa

)
(10)

pB(xb) =
1

2σ 2 e
−

(
xb
2 +

µ2

2σ2

)(
σ 2xb
µ2

)−
1
4

I
−

1
2

(
µ

σ

√
xb

)
(11)

Let z be a random variable with a one-to-one mapping to
xa. The PDF of γi is obtained by solving (12).

pγ (γi) =

∫
∞

−∞

pB(γiz)pA(z)|z|dz. (12)

pγ (γi) =

∫
∞

−∞

1
2σ 2 e

−

(
γiz
2 +

µ2

2σ2

)(
σ 2γiz
µ2

)−
1
4

I
−

1
2

(
µ

σ

√
γiz

)
×

√
z

ϱ
e
−

(
z
2+

υ2

2ϱ2

)
I0

(
υ

ϱ

√
z
)

|z|dz. (13)

pγ (γi) = A(γi)
∫

∞

−∞

z
5
4 e−

(
z(γi+1)

2

)
I
−

1
2

(√
µ2γi

σ 2

√
z
)

× I0

(√
υ2

ϱ2

√
z
)
dz. (14)

where |z| = z and A(γi) =
1

2σ 2ϱ

(
γiσ

2

µ2

)−
1
4

e
−

(
µ2

2σ2
+

υ2

2ϱ2

)
.

We note that∫
∞

−∞

f (z)dz =

∫ 0

−∞

f (z)dz︸ ︷︷ ︸
Part A

+

∫
∞

0
f (z)dz︸ ︷︷ ︸

Part B

,

where f (z) = z
5
4 e−

(
z(γi+1)

2

)
I
−

1
2

(√
µ2γi
σ 2

√
z
)
I0

(√
υ2

ϱ2

√
z
)
.

Therefore, we solve Part A and Part B using integration by
substitution as follows:
1) Part A: Let w =

√
−z, we therefore have that dz =

−2wdw and z = −w2 with integration boundary from
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∞ to 0. However, by rearranging the integral function,
we obtain∫ 0

−∞

f (z)dz ⇒ 2(−1)
5
4

∫
∞

0
w

7
2 e−

(
w2(−γi−1)

2

)
× I

−
1
2

(√
µ2γi

σ 2 jw
)
I0

(√
υ2

ϱ2 jw
)
dw,

(15)

where j =
√

−1. The integral in (15) satisfies the
identity given in [37, eq. 2.15.20.7] which leads to a
closed-form expression as (16).∫ 0

−∞

f (z)dz

= 4
√
2
(

σ 2

µ2

) 1
4

∞∑
k=0

(−1)−1−k 0(k + 2)

k!0(k +
1
2 )(

µ2

σ 2

)k γ
k− 1

4
i

(γi + 1)2k+2 2F1

(
− k,

1
2

− k; 1;
υ2σ 2

µ2ϱ2γi

)
,

∀ γi > 0. (16)

We observe that (−1)−1−k
= (−1)1+k is an operator

that subtract even values of k while adding odd values
of k .

2) Part B: Let w =
√
z, we, therefore, have that dz = 2wdw

and z = w2 with the integration boundary from 0 to ∞.∫
∞

0
f (z)dz ⇒ 2

∫
∞

0
w

7
2 e−

(
w2(γi+1)

2

)
× I

−
1
2

(√
µ2γi

σ 2 w
)
I0

(√
υ2

ϱ2w
)
dw. (17)

Similarly, the integral in (17) satisfies the conditions
given in [37, eq. 2.15.20.7] to obtain a closed-form
expression for the integral as given in (18).∫
∞

0
f (z)dz

= 4
√
2
(

σ 2

µ2

) 1
4

∞∑
k=0

0(k + 2)

k!0(k +
1
2 )(

µ2

σ 2

)k γ
k− 1

4
i

(γi + 1)2k+2 2F1

(
− k,

1
2

− k; 1;
υ2σ 2

µ2ϱ2γi

)
,

∀ γi > 0. (18)

Combining Part A and Part B of the integral, we have that∫
∞

−∞

f (z)dz

= 4
√
2
(

σ 2

µ2

) 1
4

∞∑
k=0

(
1 + (−1)1+k

) 0(k + 2)

k!0(k +
1
2 )(

µ2

σ 2

)k γ
k− 1

4
i

(γi + 1)2k+2 2F1

(
− k,

1
2

− k; 1;
υ2σ 2

µ2ϱ2γi

)
,

∀ γi > 0. (19)

We observe that 1 + (−1)1+k reduces the value of the
summation to 0 when k is even but doubles the value when k
is odd. This operation can be transformed by replacing k with
κ = 2k − 1 while summing from k = 1 to ∞. Because κ is
always a positive even number implies that 1+ (−1)1+κ

= 2.
Therefore, by rearranging (19), collecting the terms of γi, and
substituting A(γi), we obtain (20) which can be simplified to
Proposition 1. This completes the proof of the proposition.

pγ (γi)

=
4
√
2e

−

(
µ2

2σ2
+

υ2

2ϱ2

)
ϱσ 2

∞∑
k=1

0(κ + 2)

κ!0(κ +
1
2 )(

µ2

σ 2

)κ γ
κ−

1
2

i

(γi + 1)2κ+2 2F1

(
− κ,

1
2

− κ; 1;
υ2σ 2

µ2ϱ2γi

)
,

∀ γi > 0. (20)

Remark 1: Since the first element of the hypergeometric
function is a negative integer, the hypergeometric series
is guaranteed to terminate thereby reducing to a polyno-
mial [36], [38, eq. 9.101] [39, eq. 2.1.1.4], such that:

2F1

(
− κ,

1
2

− κ; 1;
υ2σ 2

µ2ϱ2γi

)
=

κ∑
m=0

(−1)m
(

κ

m

)
( 12 − κ)m
(1)m

(
υ2σ 2

µ2ϱ2γi

)m

,

∀

∣∣∣∣υ2

ϱ2

∣∣∣∣ <

∣∣∣∣µ2

σ 2 γi

∣∣∣∣, (21)

where
(
κ
m

)
=

κ!

m!(κ−m)! .
Remark 2: For γi ≤ 0, pγ (γi) = 0 since the pA(a)

and pB(b) are equal to 0 for negative values. Since γi
represents the signal-to-interference-noise-ratio (SINR) at
specific ith node, it is lower bound by zero while the physical
environmental factors restrict its upper bound.
Corollary 1: Based on (9), the cumulative density function

(CDF) of γi is given as (22).

Fγi (t) =

∞∑
k=1

κ∑
m=0

Ak (−1)m
( 1
2 − κ

)
m

(1)m

(
υ2σ 2

µ2ϱ2

)m

×
κ!

m!(κ − m)!
·

tκ+
1
2+m

(κ +
1
2 + m)

×

[
2F1

(
2κ + 2, κ +

1
2

+ m; κ +
3
2

+ m; −t
)

− B
(

κ +
1
2

+ m, κ +
3
2

− m
)]

,

∀ | arg(1 + t)| < π, (22)

where Ak =
4
√
2e

−

(
µ2

2σ2
+

υ2

2ϱ2

)
0
(
κ+2

)
κ!ϱσ 20

(
κ+

1
2

) (
µ2

σ 2

)κ

, κ = 2k − 1 and

(a)m is the Pochhammer symbol (rising factorial) and is
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presented as

(a)m =

 1, m = 0

a(a+ 1) . . . (a+ m− 1) =
0(a+ m)

0(a)
, m > 0

Proof: By definition of CDF, we have that Fγi (t) =∫ t
−∞

pγ (γi)dγi. By substituting (9) into the definition of CDF,
we obtain (23).

Fγi (t) =

∞∑
k=1

Ak

∫ t

−∞

γ
κ−

1
2

i

(γi + 1)2κ+2

2F1

(
− κ,

1
2

− κ; 1;
(

υ2σ 2

µ2ϱ2γi

))
dγi. (23)

For simplification, by applying the transformation of [40, eq.
15.8.6] to the hypergeometric function and expanding with
the terminating hypergeometric series definition presented in
Remark 1, (23) can be re-written as (24).

Fγi (t) =

∞∑
k=1

κ∑
m=0

Ak (−1)m
( 1
2 − κ

)
m

(1)m

(
υ2σ 2

µ2ϱ2

)m

κ!

m!(κ − m)!

∫ t

−∞

γ
κ−

1
2+m

i

(γi + 1)2κ+2 dγi. (24)

We note that∫ t

−∞

f (γi)dγi =

∫ 0

−∞

f (γi)dγi︸ ︷︷ ︸
Part A

+

∫ t

0
f (γi)dγi︸ ︷︷ ︸
Part B

,

where f (γi) =
γ

κ−
1
2+m

i
(γi+1)2κ+2 .

1) Part A: Let w = −γi, therefore, dw = −dγi with
integration boundary from ∞ to 0. However, if we
rearrange the equations, we obtain the left-hand section
of (25) with solution from [38, 3.194.3].

(−1)κ−
1
2+m

∫
∞

0

(w)κ−
1
2+m

(−w+ 1)2κ+2 dw =

− B
(

κ +
1
2

+ m, κ +
3
2

− m
)

, (25)

where B represents a beta function.
2) Part B: The integral of Part B satisfies the identity given

in [38, 3.194.2]∫ t

0

γ
κ−

1
2+m

i

(γi + 1)2κ+2 dγi

=
tκ+

1
2+m

(κ +
1
2 + m)

× 2F1

(
2κ + 2, κ +

1
2

+ m; κ +
3
2

+ m; −t
)

,

∀ | arg(1 + t)| < π, (26)

We can solve the integral in (24) by obtaining Part A
and B. Therefore, we get the CDF given in Corollary 1 by

FIGURE 4. Applying the SINR density distribution in determining the
average secrecy rate.

substituting their solutions to the integral and simplifying
further to obtain (22). The conditions for the validity of (22)
hold for real values of t ≥ −1. However, recall that
t represents the SINR which is a positive parameter, the
acceptable t values will be t ≥ 0. That completes the proof.

VI. APPLICATION OF THE SINR DENSITY DISTRIBUTION
In this section, we apply the derived SINR PDF presented
in (9) to obtain the average secrecy rate formulation and
show that the CDF defined in (23) is essential in determining
the outage probability. We note that a detailed discussion
about the average secrecy rate formula is available in [20],
however, we focus mainly on the use-case of this paper
which emphasizes the application of the SINR densities.
Let us consider a 6G spectrum scenario where the SINR
density distribution is used to determine the average secrecy
rate of the transmission. In Fig. 4, a passive eavesdropper
(Eve) attempts to listen to the communication between
the transmitter and the legitimate ith user through the IRS
reflection path. The 6G physical layer transmission path is
configured with settings from [41]. It has been established
in [42] that characterizing the density distributions is useful in
determining performance metrics like the outage probability
and the average secrecy rate.

1) OUTAGE PROBABILITY
The outage probability defines the probability that the
information content may go below a specified threshold
given varying channel characteristics. By definition, the
model to determine the outage probability is the same as the
CDF presented in Corollary 1 when the threshold (t) is set
according to channel conditions.

Poutage(γ ≤ t) = Fγ (t).

2) AVERAGE SECRECY RATE
Let us consider that the SINR of a legitimate and an
illegitimate receiver is γb and γe respectively with a density
distribution function, pγ (γi) ∀ i ∈ {b, e}, and giving rise to
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FIGURE 5. Effect of the fading parameter (σ ) of the desired signal on the SINR distribution.

an average secrecy rate defined in (27) [20].

Rs =

∫ γb

0

[
log2(1 + γb) − log2(1 + γe)

]
pγ (γe)dγe. (27)

Rs = ln(1 + γb)
∫ γb

0
pγ (γe)dγe︸ ︷︷ ︸
Part A

−

∫ γb

0
ln(1 + γe)pγ (γe)dγe︸ ︷︷ ︸

Part B

. (28)

The solution to the integral of part A of (28) is the same as the
CDF given in (22) of corollary 1 by replacing t with γb. Let
f (γe) = ln(1 + γe)pγ (γe) and ln(1 + z) = z2F1(1, 1; 2; −z)
from [38, eq. 9.121.6], we find the integral of part B is (29)
as∫ γb

0
f (γe)dγe

=

∞∑
k=1

Ak

∫ γb

0

γ
κ+

1
2

e
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2

− κ; 1;
υ2σ 2

µ2ϱ2γe

)
2F1(1, 1; 2; −γe)dγe.

(29)

Since the product of 2 Gauss hypergeometric functions was
given in [39, eq. 4.3(14)] and [43, eq. 44(7.2.3)], (29) can be
expressed as (30).∫ γb

0
f (γe)dγe =

∞∑
k=1

∞∑
m=0

AkQk

× 4F3
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1, 1,

1
2
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e
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− γe
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2
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where Qk =
(( 12+k)m)2

(
υ2σ2

µ2ϱ2

)−m−k− 1
2 ( 12−k)k

(−1)k (1)km!( 12 )m
. The integral

in (30) can be obtained from [38, eq. 3.197.8] leading the
expression for the Part B of (28) to becoming (31).∫ γb

0
f (γe)dγe

=

∞∑
k=1
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m=0

AkQk

× 4F3
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1, 1,

1
2

− m, −m; 2,
1
2

− k − m,

1
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b B
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3
2
,
3
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)

× 2F1

(
− 2k − 2,

3
2

+ m; 2k + 3 + m; −γb

)
dγe. (31)

Having obtained the integrals for Part A and B of (28),
a generalized average secrecy rate expression given in (32),
as shown at the bottom of the next page, was derived.

VII. ANALYSIS AND DISCUSSION
The PDF and CDF of the SINR given in (9) and (22)
respectively were evaluated in figures 5 to 7 by varying the
location and shape parameters. Table 1 gives the values of
key parameters used to generate the figures unless otherwise
stated without loss of generality. The simulation parameters
highlighted in this paper were determined to provide excerpts
of the results discussed herein. However, other values that
obey the boundary constraints discussed in the preceding
sections will produce valid and similar results.

Figure 5 presents the PDF and CDF of the SINR when the
scale parameter σ was varied. We recall that σ is a property
of the desired signal density distribution characterising its
fading coefficient. We observe that by varying σ , the shape of
the SINR distribution changes, defined by its characteristic.

VOLUME 13, 2025 49831



C. O. Nnamani et al.: SINR Density Distribution for UAV-Carried IRS-to-6G Ground Communication

FIGURE 6. Impact of varying the interfering signal fading parameter (ϱ) on the SINR distribution.

FIGURE 7. Impact of varying the interfering signal power (υ) coefficient on the SINR distribution.

There are no observable patterns to the varying σ because it
relies directly on the random channel characteristics between
the transmitter, IRS and receiver. However, compared with
Figs. 6 and 7, the impact of varying the desired signal
parameter is significantly larger than that of the interfering
signal. We recall from (8), that the scale parameter for the
desired signal is lower bound by zero (i.e. σ > 0), therefore
as σ → 0, the desired signal is attenuated and distribution
fades. This accounts for the observation in Fig. 5 where the
PDF approaches zero as σ → 0.

Figures 6 and 7 present the influence of the interfering
signals on the SINR of the IRS-based communication system.
In both figures, we vary the fading coefficients of the
interfering signals and their power by increasing ϱ and
υ respectively. We observe that reducing these parameters
drives the SINR distribution to become Rayleigh distributed.
For example, for υ = 0, the expression 2F1

(
− κ, 1

2 −

κ; 1; 0
)

= 1 [43, eq. 8 (7.2.3)], which causes the SINR PDF
to become the sum of a scaled Rayleigh distribution. This
validates the report in [25] that the SNR becomes Rayleigh

Rs =

∞∑
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[
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( 1
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·
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2+m
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×
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(
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1
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3
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2
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))]

−
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5
2

+ m; −γb
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(32)
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TABLE 1. Simulation/Testing Parameters.

FIGURE 8. Varying the legitimate power (µ) while evaluating average
secrecy rate against desired SNR at υ = 0.01, σ = 0.1, ϱ = 0.05.

FIGURE 9. Impact of varying (ϱ) while evaluating average secrecy rate
against desired SNR at υ = 0.01, σ = 0.1, µ = 0.01.

distributed if interference is not considered.

pγ (γi) =

∞∑
k=1

4
√
2e−

µ2

2σ2 0
(
κ + 2

)
κ!ϱσ 20

(
κ +

1
2

) (µ2

σ 2

)κ γ
κ−

1
2

i

(γi + 1)2κ+2

Specifically, for Fig. 6a, increasing the location parameter
which defines the effect of the fading channel on the
interfering signal decreases the amplitude of the PDF while
increasing the likelihood of the SINR probability falling
below a threshold. We observe from Fig. 7a that reducing the

interfering signal power coefficient reduces the amplitude of
the PDF and vice versa. Similarly, from Fig. 7b, the reduced
power coefficient increases the likelihood that the probability
of the SINR value is below a threshold.

Furthermore, Figs. 8 and 9 show the application of the
SINR density distribution function in determining the average
secrecy rate for passive eavesdropping. Using the same
benchmark network, Fig. 8 showed a similar exponential
trend when compared to the average secrecy rate computation
derived in [20]. However, increasing the legitimate signal
power (µ) improves the average secrecy rate. The higher
µ values allow the IRS system to focus the transmission
to the desired location, thereby limiting eavesdropping.
Similarly, Fig. 9 presents the impact of varying the interfering
signal scale (ϱ) on the average secrecy rate. Increasing
ϱ improves the average secrecy rate. This is because
the scale parameter, ϱ, represents the variability of the
interfering signal distribution. Therefore, larger ϱ spreads
out the distribution of the interfering signal ensuring focused
legitimate signal distribution.

VIII. CONCLUSION AND RECOMMENDATION
We have presented an analytical derivation of the PDF
and CDF of the SINR from a system comprising a 6G
transmitting station through an IRS system to a ground-
based receiver. From the results, we note that the PDF of
the IRS-based SINR contains a hypergeometric function
and is influenced by the fading coefficients of the desired
and interfering signals. The core metrics of the density
function depend on the weighted average of the superposition
of the signals from the IRS elements. This knowledge is
essential as it allows the realistic statistical modelling of
the received signals applicable to data rate determination
and physical layer security. We demonstrated this application
by evaluating the average secrecy rate metric for a typical
physical layer security system. We anticipate that the density
distribution will be valuable in defining the transition state
space probability models for training machine learning
algorithms to configure the phase shifts of the IRS system.

LIST OF ABBREVIATIONS
5G Fifth Generation.
6G Sixth Generation.
AI Artificial Intelligence.
AWGN Additive White Gaussian Noise.
BER Bit Error Rate.
CDF Cumulative Distribution Function.
CCI Co-Channel Interference.
CLT Central Limit Theory.
GHz Giga Hertz.
gNB Next Generation Node B.
IRS Intelligent Reflecting Surfaces.
LoS Line of Sight.
MISO Multiple Input Single Output.
NLoS Non-Line of Sight.
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NOMA Non-Orthogonal Multiple Access.
ORAN Open Radio Access Network.
PDF Probability Density Function.
SINR Signal-to-Interference Noise Ratio.
SISO Single Input Single Output.
SNR Signal-to-Noise Ratio.
THz Tera Hertz.
QoS Quality of Service.
RAN Radio Access Network.
RIC RAN Intelligent Controller.
UAV Unmmanned Aerial Vehicle.
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