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Abstract—Dyslexia is a cognitive disability that affects a 

significant number of the population globally. Incipient research 

has shown that people with dyslexia experience challenges 

interacting with systems and security mechanisms that require 

reading, memory and writing (e.g. passwords). This paper 

presents an analysis of the challenges that people with dyslexia 

face when interacting with online systems and the inherent impact 

on their online security and privacy. People with dyslexia from 

Ireland and Saudi Arabia were interviewed in this purpose. The 

findings indicated that dyslexics are at a high risk of having their 

online security and privacy compromised and that they are 

struggling with various security and privacy mechanisms due to 

their condition.  The paper concludes that there is a need to further 

the research in this area of accessible cybersecurity. 
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I. INTRODUCTION

Digital transformation together with COVID-19 pandemic 
led to a significant increase in the use of online platforms for 
education, business, entertainment, and work. For instance, 
global internet usage surged by 10.2% in 2020, making it the 
largest surge in the last decade1 and it is predicted to increase 
further between 2024-2028 2 . Following a similar trend, 
cybercrime has also increased to unprecedented levels, the spike 
of cyber crimes went as high as 75% during the height of the 
pandemic, with a particular increase in phishing attacks 3 . 
Moreover, the pandemic increased the conversation and 
awareness of the people in general about their online privacy due 
to the various measures that were taken by various Governments 
across the Globe [2,3]. Whereas these attacks can affect all 
people, there is a particular group of people that may be at 
increased risk: people with dyslexia.  

Dyslexia is a cognitive disability that affects the language 
processing part of the brain, causing difficulties in reading, 
writing and memorizing. People with dyslexia often struggle 
with reading out words, learning new words, understanding 
what they hear, and remembering the sequence of things [1]. 

1 ITU, [Online]. Available: https://www.itu.int/itu-

d/reports/statistics/2021/11/15/internet-

use/#:~:text=In%202020%2C%20the%20first%20year,line%20with%20pre%
2Dcrisis%20rates. (Accessed 31st of  August, 2023) 

2 https://www.statista.com/forecasts/1146844/internet-users-in-the-world, 

(Accessed 22nd of May, 2023). 
3 https://cointelegraph.com/news/cybercrime-up-75-during-covid-19-

congressional-hearing-details (Accessed 22nd of May, 2023) 

Globally, dyslexia affects between 9% and 12% of the world’s 
population4. Particularly in Ireland it is estimated to affect 10% 
of the population5. In Saudi Arabia, 40% (160,000) of about 
400,000 students with reading challenges have dyslexia.6   

Due to the text processing issues that people with dyslexia 
are facing it was recently hypothesized that they may be facing 
issues with security and privacy mechanisms that require text 
processing. In a recent paper [4], it was introduced the concept 
of accessible cybersecurity and it was argued that current 
security and privacy mechanisms may not be accessible and that 
accessibility should be built in security together with usability. 
It is also emphasized the need to advance the research in this 
field and to understand the extent to which people with 
disabilities, including dyslexics, are struggling with various 
online security and privacy mechanisms.  

While there are guidelines and standards for the design of 
accessible online systems, these are in general focusing on the 
user interface, on the look and feel, but are there guidelines for 
accessible cybersecurity? The answer seems to be no. National 
and international standards, while promoting inclusivity and 
accessibility, at a closer look their security and privacy 
guidelines do not provide accessibility and this is due in part to 
a lack of understanding in relation to the struggles that people 
with disabilities in general and dyslexia in particular are facing 
when dealing with various security and privacy mechansims [5]. 

In this context, we formulated the following research 
questions that we aimed to answer in this paper: 

 RQ1: What is the impact of dyslexia on online privacy
and security?

 RQ2: What are the suggestions that people with
dyslexia have for making it easier to maintain their
online privacy and security?

4 https://www.crossrivertherapy.com/research/dyslexia-statistics (accessed on 

22nd of May, 2023) 
5 Dyslexia.ie (accessed 22nd of May, 2023) 

6 T. Al-Thaqafi, “Awareness of the learning disorder has improved in Saudi 

Arabia but experts say more must be done,” Arab News, 20 October 2021.

[Online]. Available: https://arab.news/p8ngb (Accessed 22nd of May 2023)
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 RQ3: To what extent does dyslexia impact the ability 
to spot phishing attacks? 

In order to investigate these research questions, the research 
methodology centred around semi-structured interviews with 
people with dyslexia from 2 countries: Ireland and Saudi Arabia, 
involving 2 different languages and alphabets. The participants 
were recruited with the helps of the relevant associations in both 
countries: Dyslexia Association Ireland 7  and Saudi Arabia, 
respectively. To the best of our knowledge this is the first work 
in the literature focusing on accessible cybersecurity that 
considers 2 different languages and alphabets. 

The paper is structured as follows: Section II presents the 
related work, Section III introduces the methodology followed 
in the study presented in the paper. Section IV presents the 
findings of the study, while  Section V discusses and 
summarizes these findings. Section VI concludes the paper. 

II. RELATED WORK 

A. People with dyslexia and online technology 

Universal Design advocates for the development of 

inclusive systems that allow access to everyone without the 

need for specialised designs or adaptation [6]. However, there 

are no formal regulations to ensure that all systems adhere to 

these design principles [6][7]. Consequently, the web is not 

entirely accessible and friendly to all people, such as the people 

with dyslexia. For instance, challenges such as unclear 

navigation, too small graphics and text, difficult language, and 

complex page layout make online systems challenging for users 

in general and dyslexic users in particular [8]. While solutions 

like screen readers, screen magnification, voice synthesisers, 

spell checkers, and recorders may help people with dyslexia 

interact with online systems better [9], they are not always 

available in every system. Despite these challenges, it is almost 

impossible for people with dyslexia to live without interacting 

with online systems. Currently, digital literacy and the ability 

to use online systems are basic requirements in workplaces, 

entertainment, accessing government services and education 

[9]. Due to that, making online systems accessible for people 

with dyslexia while ensuring their online security and privacy 

is of paramount importance.  
The Web Content Accessibility Guidelines (WCAG) is a 

universal standard that also includes recommendations related to 
people with dyslexia. WCAG's primary principles include 
navigation, fonts and graphics, timing, errors and language [6]. 
While these recommendations address the needs of people with 
dyslexia, conformance with them is still low, with most websites 
claiming to adhere to them being inaccessible to people with 
dyslexia [6] Additionally, they do not provide security 
recommendations to promote the safety of people with dyslexia.  

A thorough analysis done on the accessibility provisined for 
in the national cybersecurity framework in UK demonstrated 
that there is a lack of understanding of accessible cybersecurity 
and vulnerable people including people with dyslexia are not 
really considered [5]. Other frameworks such as NIST8, while 
promoting the inclusivity and accessibility they are failing to 

                                                           
7 https://dyslexia.ie/ 

actually consider the people with dyslexia in their guidelines. An 
example in this regard can be the their authentication/password 
guidelines provided. While NIST guidelines for password 
considers usability, it fails to include accessibility 
Authentication mechanisms as discussed next, are one of the 
mechanisms demonstrated to impose considerable struggle in 
the case of people with dyslexia. This is also one of the findings 
of our study. 

B. People with dyslexia and Cybersecurity  

Accessible cybersecurity it was recently coined in [4]; hence 
it is a very recent area of research within cybersecurity. There is 
only some incipient research showing that people with dyslexia 
are sturggling with cybersecurity mechanisms. The existent 
studies focused so far on the authentication mechanisms, 
especially passwords and considered only English speaking 
participants. According to [10-12] people with dyslexia 
experience significant difficulties creating and remembering 
strong passwords. Some of these studies also attempted to 
explore some acceptable alternatives to text-based passwords 
such as graphical passwords or musical passwords. Other studies 
beyond authentication mechanism were not yet conducted, 
despite the fact that works such [4] and [5] are signalling that 
there are various other security and privacy mechanisms that 
may impose challenges to the people with dyslexia. 

III. RESEARCH METHODOLOGY 

This section discusses the methodology followed in the 
study. The methodology is inspired from one of the very few 
studies  that involved people with dyslexia in cybersecurity 
research [11]. The methodology invovled  the following main 
steps: 

 Study Design 

 Ethics Approval 

 Data Collection  

 Data Analysis 

A. Study Design 

In order to understand the dyslexics experience with various 
online security and privacy measures, their susceptibility to 
phishing attacks and to answer the outlined research questions, 
we decided to conduct interviews. Using qualitative analysis 
methods was preferred as opposed to traditional survey methods, 
as dyslexics are not comfortable with conventional survey 
methods [11]. For instance, written questionnaires are unsuitable 
for people with dyslexia as they have challenges in reading and 
writing. The qualitative analysis enables the researchers to better 
understand people with dyslexia due to having a closer 
interaction with them [13]. 

Once we decided upon the method, we have developed the 
interview questions. As the study was designed to be conducted 
in Ireland and Saudi Arabia, the questions in English were 
translated into Arabic. The Arabic version was then translated 
back in English by an independent third party and the result was 
analysed to make sure that the meaning of the questions was not 
altered. We decided then on the participants recruitment 

8 https://www.nist.gov/cyberframework 
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methods, the way to conduct interview, data collection, retention 
and disposal and described all this in the ethics application and 
the relevant documents that are described below. 

B. Ethics approval

Prior to conducting the study, ethics approval was sought 
and obtained from the School of Computing Ethics Committee 
at Dublin City University. The participants were informed 
through the Plain Language Statement about the purpose of the 
study, the researchers involved, the type of data to be collected, 
etc. They were also presented with an informed consent form. 
These documents were presented to them and a recording/live 
reading was provided as well as per their choice. Only after these 
steps were completed and their consent was given they were 
subjected to the interview.  The plain language statement and 
informed consent form were also translated in Arabic. 

C. Data collection

The participants were recruited through the relevant dyslexia 
associations in both countries and were interviewed in candid 
conversations to allow them to explain their experiences. These 
interviews were conducted physically or online through video 
conferencing software. The interviewers had a list of questions 
that were read out to the participants and then recorded the 
responses through handwritten scripts later used in data analysis. 
We allowed for free feedback from the interviewees as well, so 
the interviews were semi-structured in that regard. 

a) Participants

The participants in the interview were people with dyslexia 
above 18. They were recruited with the help of Dyslexia 
Association Ireland and Dyslexia Association in Saudi Arabia. 
The interviews were conducted in English and Arabic. They cut 
across all the age groups, 18-24: 1, 25-44: 10, 45-65: 2. A 
majority of them had been diagnosed with dyslexia at different 
ages, and were in different career fields. Table 1 shows a 
summary of the participants' demographics. 

TABLE I. Participants demographics 

ID Age Bracket Gender Diagnosed 

1. 25-44 Male Yes 

2. 18-24 Female Yes 

3. 25-44 Female No 

4. 25-44 Female Yes 

5. 25-44 Male Yes 

6 25-44 Female Yes 

7. 25-44 Male Yes 

8. 45-65 Male Yes 

9. 25-44 Male Yes 

10. 45-65 Female Yes 

11. 45-65 Male Yes 

12. 25-44 Female Yes 

13. 25-44 Female Yes 

14. 25-44 Male Yes 

D. Data analysis

The data recorded from the interviews were analysed using 
manual thematic analysis, a well-known technique used in 
qualitative research [11]. This analysis involved analysing the 
handwritten notes. Thematic analysis enabled identifying the 
issues and themes highlighted by the participants around the 
research questions in the study. The responses given by the 
respondents were analysed and categorised to identify patterns 
and traits that would help answer the research questions. This 
information was then used to create a graphical representation 
of some of the report's findings.  

Next section details the main findings following our data 
analysis. 

IV. FINDINGS

Participants described their experiences interacting with 
online platforms and how dyslexia affects their online security 
and privacy. Their responses were used to answer our research 
questions as shown below. 

A. Impact of dyslexia on online privacy and

security

Most participants reported having a risky behaviour, which 

significantly affected their online security. These behaviours 

include using the same password for multiple accounts, 

disclosing passwords to friends and family to ask for assistance, 

and writing down passwords in software applications or books 

to avoid forgetting them. Figure 1 shows the riskiest behaviour 

that participants reported. 

Figure 1: Risky behaviors shown by the participants 

The inability to remember passwords was the main reason 

behind reusing passwords for different platforms. Here's 

Participant 1's response about that: 

"… I probably should not be telling you this, but I use 

the same password for everything because I find it 

very difficult to remember (a) password. I use the 

same variety of passwords. I found this technology has 

excelled, so recently, I'd use apple's password ability. 

They use a very strong password, so I started to use 

those strong passwords, but I even find that stressful 

29%

18%
41%

12%

Instances of Risky Behavior

Use of same
password

Writing down a
password

Sharing a password

None
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asking myself: Am I going to forget that, it does create 

an anxiety factor." 

Writing down passwords was another common trend 

participants disclosed. Some participants reported storing their 

passwords in electronic form by storing them in excel sheets 

and password management software, while others preferred 

writing them down in books. Here are two responses from the 

participants: 

"I have to write my password in an excel sheet paired 

to the name of the service; that is my practical way to 

get them sorted." Participant 9 

 

"I have my password book; everything goes in here; 

this is like my bible, and in my phone log, I have 

something called the last pass. It's an app you can get, 

and so the app has all your passwords in it…." 

Disclosing passwords to friends and family was another 

challenge that increased the security risk. Some participants 

reported having to share their passwords with others, even 

though they knew it was a security risk, to avoid being locked 

out of their own accounts. Here is the response from participant 

14: 

"… sometimes I ask my college and family member to 

help me, I have to share my password, and to others, I 

always feel exposed." 

 

Participants also reported the inability to use one-time 

passwords and confirmation codes sent to their devices when 

needed to verify their accounts or transactions in online 

systems. One-time passwords often have a time limit and are 

sent to users as text messages. Participants reported being 

unable to memorize the code sent to their devices and spell 

them correctly on the online platforms, with some either having 

to ask for help or avoiding online shopping altogether. Below 

are a few related responses from the participants: 

"…I would find myself missing the time limit, or I'd 

need a second message or even get my password 

locked. It all happened, and it depends on what the 

website is using…." Participant 1 

 

"Time limit is difficult to handle. Online payments and 

banking are very difficult: long card number, CVC, all 

the details to introduce is very challenging.": 

participant 2 

All the participants reported difficulties using text-based 

CAPTCHA, an online test used to verify a user is human. Most 

participants reported being unable to go past this security test 

without help, and some had to abandon using an online system 

when encountering this test. Here are some responses about 

text-based CAPTCHA: 

"I can't read it, and I don't like it; I don't like dealing 

with it because it makes me feel uncomfortable." 

Participant 8 

 

"… it's the worst thing I can see on the internet. It gives 

me headache and pain" -participant 5 

Participant 9 noted that CAPTCHA compromises their 

security; once they encounter it, they have to seek help, which 

may expose their information to other parties. Below is the 

response: 

"… whenever I came across CAPTCHA, I know that 

I have to get help, and that impacted my privacy, 

having to ask for help." 

 Some participants also reported their inability to create 

strong passwords for their accounts. A strong password should 

contain a combination of uppercase and lowercase letters, 

numbers, and special characters and must have a length of at 

least seven characters [19]. Some participants noted that they 

prefer shorter passwords that are often weak and insecure but 

easy to remember. Here is the response from Participant 1: 

"…long passwords with a different character at 

lengths put together if I were typing it in I'd find 

difficult especially around the I and L weather they're 

capital or whether they are lower case I find those very 

difficult if there is a different text font used it can be 

challenging to read do there are other areas…." 

Moreover, they also highlighted their struggle with the 

privacy policies. Respondents noted that they often could not 

read the policies embedded in websites to promote their safety 

in the online space, mainly due to lengthy information written 

in law jargon and unfriendly font. Consequently, most of them 

are unaware of how the information they put online is used. As 

noted by some respondents, this also reduces their confidence 

in using online systems, making them only visit the sites they 

know. 

"It is absolutely disappointing to know that most of the 

policies are very complicated and require a lawyer to 

understand it, and it violates the user's right and its 

right to own his/her data.": Participant 5 

 

"Honestly, I don't trust it; currently, it's hard to read. If 

they provide the choice of enlarging the text, I might 

be able to read it….": Participant 6 

 

"I find it complex, very long, and hard to understand.": 

Participant 9 

The participants also expressed their distrust of most 

websites, especially since they have severely fallen victim to 

phishing attacks. Due to the fear of falling prey again, some 

participants reported quitting using social media, online 

shopping, and other online services. 

"… I'd only go to a website I know and am 

comfortable with; even using eBay, I'd be suspicious 

of that. In regards to reading them, I'd more or less 

ignore them because the website I'd use I'd know, so if 

it were a new website I had never heard of, I'd be very 

suspicious. Still, generally, I'd not read them (privacy 

policies); it's too much information.": Participant 1 

 

"After I faced a lot of issues (related to) online 

services, I stopped using it completely… It impacted 

me big time, and I'm not using any of these (online 
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systems) because I don't want to get scammed." 

Participant 8. 

 

B. What suggestions do people with dyslexia 

have for making it easier to maintain their 

online privacy and security? 

Most participants said that they preferred image or audio-

based authentication and systems as they found them easier to 

use. For instance, one participant noted that CAPTCHA 

systems that use images and audio are easier to use compared 

to text-based verification.  

It's very annoying and very challenging for me to get 

right; if it has a voice, then it can handle it: Participant 

13 

"…I prefer the picture where I have to identify 

something in it; that one is much easier; it will 

probably take me a second to get it.": Participant 4 

 

Similarly, they found it easier to use online systems with 

password autofill and autosuggestion capabilities. Here is a 

response from participant 5: 

 

"I use a special app to create new random passwords, 

and the app will save and encrypt the password for me, 

and I will access it using a multi-factor authentication 

via my mobile phone." 

 

The participants also preferred websites with accessibility 

settings, for example, allowing text magnification or using huge 

fonts as they are easier to read. Below are some responses on 

this topic: 

"After the update of the application and accessibility, 

it's easier for me to use social media now.": Participant 

14 

"…I use mac accessibility mood to enlarge texts and 

use it, but few of them can be hard and do not support 

these features.": Participant 12 

Participants also showed the ineffectiveness of some 

methods used in training against phishing attacks. Some noted 

that most phishing awareness training was based on text and 

was unsuitable for people with dyslexia. They described text-

based training as highly ineffective since dyslexia impairs a 

person's reading capabilities. They proposed audio and video-

based training, noting that it suits them better. 

"The training was not developed for people with 

dyslexia, and I didn't get trained as it meant to be, 

create a training specialised for people with dyslexia." 

Participant 8 

 

"The presentation material was full of small text. It 

would have been useful to create a dyslexic version 

with bigger text or rely on more video and audio…": 

Participant 9 

C. To what extent does dyslexia impact the ability 

to spot phishing attacks? 

Most participants reported having fallen victim to phishing 

attacks due to having dyslexia. Of all the fourteen participants, 

11 reported having been victims of phishing attacks, resulting 

in loss of access to their account and having their money stolen. 

Below are narrations from some participants: 

"They impersonated DHL, a logistics company, and 

the address and contact were like it was from DHL. It 

was impossible for me to verify even the shipment 

number was legitimate and had my data, but when I 

received the package, I discovered I was deceived… 

when I opened my shipment package there was only 

one paper writing on it 'you have been deceived'…": 

Participant 5 

 

"They stole my account, and that's why I don't have 

any email (account).": Participant 11 

 

"…they took all my maximum limit of purchase" 

Participant 14 

Although some participants who had received training on 

phishing attacks were able to remain safe from attacks, most of 

the participants, trained or untrained, reported having been 

victims of phishing attacks. As shown in figure 2, most 

participants who had already received some training still fell 

victim to cyber-attacks. 

 
Figure 2:Relationship between phishing attack awareness and attacks 

Most participants cited their inability to scrutinize the 

contents of the phishing emails sent to them as the main 

challenge that exposed them to phishing attacks. 

"I read words backward, especially if I was busy or 

there was something on my mind.": Participant 13 

 

"…there are some difficulties like reading and 

verifying the originality of the email, but sometimes I 

am able to enlarge the content and read it, or 

sometimes I copy it and paste it somewhere to read.": 

Participant 12. 
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Phishing Attacks
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Trained and
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"I had difficulties reading and replying to emails on 

time, but with the right tools now I'm a little bit 

better…In my old days, I usually clicked the link, and 

I always had malware on my laptop or any devices I 

opened my email on. However, after I got educated 

about my condition, I became more careful and tried 

not to click any link unless I knew the sender's email.": 

Participant 14. 

 

My email was affected because most an email contains 

text, so I can't read it. Sometimes I play it with a 

reader, but it's still not always clear.": Participant 7 

 

V. DISCUSSION 

Our findings confirmed that dyslexia has a particular impact 

on the dyslexics online security and privacy. Most of the coping 

mechanisms used by dyselxics people when interacting with 

online systems are risky and often expose them to security and 

privacy issues. Interestingly, some respondents reported 

knowing the security risks posed by their behaviour, while also 

noting that they do not seem to have an alternative.  

This section discusses the research questions by evaluating 

how each was captured in the aforementioned interviews. 

1) What is the impact of dyslexia on online privacy and 

security? 

We established that people with dyslexia face challenges in 

creating and remembering strong passwords, compromising 

their online security. All participants in this study described at 

least one risky behaviour in relation to passwords likely to 

compromise their online safety. For instance, sharing, reusing, 

or writing down passwords are all behaviours flagged as risky 

due to their risk of causing security breaches [14]. Writing 

down a password exposes it to co-workers, friends, family, and 

others who may use it illegally to access a person's online 

account. Similarly, storing it in soft form poses an escalated risk 

as cyber attackers may access it if they gain remote access to a 

person's computer. Reusing a password is equally dangerous, 

as once a password is compromised, the attacker may use it to 

access multiple accounts belonging to one victim. Sharing 

passwords with friends and family poses an equal threat as they 

may use them to carry out unauthorised transactions without the 

owners' consent. These findings correspond with the authors of 

[9], who concluded that the inability to create and remember 

passwords was a significant challenge that people with dyslexia 

are facing. 

2) What suggestions do people with dyslexia have for 

making it easier to maintain their online privacy and security? 

Since text-based authentication systems are unfriendly, the 

participants recommended using audio and video-based 

authentication systems. For instance, although all participants 

reported having challenges with text-based CAPTCHA, most 

noted that it would only take a few seconds to go past that 

security check if it used audio or pictures. These findings are 

consistent with those described by the authors of [15], who 

recommended developing CAPTCHA tests that are easy for all 

people, including those with a disability, and challenging for 

bots to pass. 

 Our study also identified that people with dyslexia require 

more time to verify their accounts using one-time passwords. 

Systems requiring verification by sending a one-time password 

to mobile devices often have a time limit beyond which the 

code fails to work. Due to the inability to beat such time limits, 

the participants proposed the use of shorter codes, more 

extended time limits, and the option of having an audio-based 

verification. 

Another improvement that the respondents proposed was 

increasing accessibility to websites by allowing text 

magnification. Websites and web applications that do not 

support text magnification are not user friendly to people with 

dyslexia, especially if they contain a lot of text. Therefore, 

simplifying the text and enabling magnification can help in 

improving accessibility for people with dyslexia. 

Since people with dyslexia are unable to create and 

remember strong passwords, autosuggestion and autofill can 

help mitigate their challenges. Some respondents noted that 

systems that support password autosuggestion, then save the 

passwords for autocomplete in subsequent login attempts are 

more friendly as they protect them from the agony of having to 

remember the passwords. 

3) To what extent does dyslexia impact the ability to spot 

phishing attacks? 

This study showed that people with dyslexia are at a 

heightened risk of falling prey to phishing attacks. We 

discovered that people with dyslexia have more difficulty 

identifying phishing emails due to their challenges with text 

processing. Moreover, the training received by people with 

dyslexia aimed at helping them to identify phishing attacks is 

not efficient since it is not designed to meet their needs. Most 

of the participants in our study that attended such training 

reported not having benefited from them at all. The majority of 

the participants in the study reported that they perceived an 

increased vulnerability to such attacks due to their condition.  

4) Summary 

Our study builds on very recent research works that 

advocate for the need for accessible security. Works like [10-

12], highlighted a struggle of people with dyslexia with 

authentication mechanisms. The current work furthers the state 

of the art and reinforces the struggle related to the 

authentication methods such as passwords, while also revealing 

struggles with mechanisms such as CAPTCHA, privacy 

policies, standard cybersecurity training that it is ineffective for 

them (in the particular case of phishing attacks) and an 

increased vulnerability to the phishing attacks. Dyslexics are 

forced into adopting coping mechanisms such as keeping 

plaintext passwords on their computers and books, sharing 

sensitive data with other people and reusing passwords. While 

adopting such coping mechanisms some of them are well aware 

about the security risks, but they also feel they have no choice. 

Moreover, they also feel their privacy invaded when sharing 

sensitive data. The trust in the various systems is affected and 

they perceive an increased risk to their online privacy and 

security due to their condition.  
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The study had participants from two different countries, 

using two very different alphabets, however, the findings are 

homogeneous across the participants in the two countries, and 

the language seems not to have an impact. To the best of our 

knowledge, this is the first study that considers another 

language than English. 

VI. CONCLUSION 

This paper conducted a study based on interviews in two 

different countries with two different languages and alphabets 

that aimed to understand the impact of dyslexia on the online 

privacy and security. Our findings have shown that people with 

dyslexia are struggling with various security and privacy 

mechanisms: authentication mechanisms (passwords, OTPs), 

privacy policies, CAPTCHA, and they are at a very high risk to 

fall for phishing attacks. Standard trainings on phishing attacks 

are not efficient due in part to the fact that these trainings are 

not designed to meet their learning needs. 

The existent national and international frameworks lack clear 

specifications for accessible cybersecurity, especially in the 

particular case of the people with dyslexia. To some extent, this 

is understandable as the call for accessible cybersecurity it is 

quite a recent one. There is a need to further the research in this 

area and first understand the dimension of the problem by 

conducting studies similar to the one presented in this paper, 

followed by the proposal of specific solutions and guidelines to 

be then adopted in the frameworks and standards.  
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